
 

 

AD Expansion 

Weak Passwords 

Audit Compliance 

Standardize User IDs 

Clone Users Utility 

Sysadmin Member Alert 

Effortless New User Setup 

Role Membership Collection 

Back Up Logins & Permissions 

 

 

Report on who has what permissions to SQL Server, even  
if the logins are in a deeply nested Windows group. 

       Auto-check for weak passwords using a “no touch”  
       method, so managed servers aren’t overwhelmed. 

             Minion Security tracks permissions for SQL Server  
              logins, Windows logins, and Windows groups. 

                   Standardize user IDs across the enterprise,  
                   solving the orphaned user issue once and for all. 

                         Script and clone logins, associated users,  
                          and permissions, to one or more servers. 

                                Automatically alert on new and retired 
                                 members of high level SQL roles. 

                                      Set up new users and standardize  
                                        account permissions in seconds. 

                                             Track SQL Server roles and  
                                             membership on managed servers. 
                                                   Easily reinstate dropped logins  
                                                   or changed permissions. 

Master your SQL 

Server enterprise 

with MinionWare 
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